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All Native Group About Us

= SBA Certified 8(a) All Native Group (ANG) is owned by Ho-Chunk, Inc. (HCI), the award-winning economic development

= Top Secret Facility Clearance corporation of the Winnebago Tribe of Nebraska. ANG is comprised of Small Business Administration

= |SO 9001:2015 Certified (SBA)-certified, 8(a), and HUBZone companies. In 1994, tribal leaders founded the company to promote
= CMMI Level 3 Appraised Job creation and reduce poverty among tribal members.

= GSA Stars Il All Native provides comprehensive support to customer IT modernization efforts, offers cloud
= Navy SeaPort-NxG migration solutions, delivers enterprise asset management and enhances the cybersecurity posture
= GSA MAS Schedule of Government agencies. We deploy experts and specialized professionals adept at executing
industry-recognized IT solutions in support of Federal Government initiatives. All Native provides IT
Thunder Ridae service management, application development, modernization, governance, and cloud solutions. In

y g addition, we operate network enterprise centers, manage networks and systems, as well as support
Solutions Com pany desktop operations, and cybersecurity needs. With a history of successful collaborative work with our
= Tribally Owned Federal partners, ANG looks to find the appropriate solutions for each customer. We look forward to
= UEI: JSCHHWMLJHAS

sharing our expertise with your team.
= CAGE CODE: 78WS1 Services
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IT Services m Secure Wi-fi Implementation = Machine Learning

® Enterprise Modernization m Software Implementation ® Computer Vision
: (Azlou?'\l\/flgratlon t Technology Cybersecurity
- Ingzcuria:;igi;f‘:g/i[; Mangement = Network Administration = NIST RMF Fr.amework
® Strategy and Governance ® |T Infrastructure Hardware Implementation
= Network Administration Installation ® Security Artifact Development
= Application Development m AV/VTC Services m System Security Lifecycle
® Information Assurance = Virtual Environment ® Privacy Impact Assessment
® Enterprise Architecture ® Mobile Computing m Security Control Selection
= LAN/WAN Services ® Hardware Evaluation ® Vulnerability Scanning
® Database Design ® | earning Management Systems ® Security Policy Development
® Database Administration ® |icensing ® ATO Process Execution
® System Administration ® Subscriptions = Network/System Application
® Help Desk ® As A Service Deployment Security
= Software Development (SaaS, Paas, laaS) u Inc?dent Requnsg
= NOC Support ® Technology Roadmaps u InCldlent Ir.westlgatlon
® System Engineering m |T Strategy ® Configuration Management
® Documentation and Testin " IT Governance and Policy
9 ® Artificial Intelligence
]

Data Transmission Support

All Native Group

Charlie Rist U.S. Citizenship & Immigration Services (USCIS) Office of Information Technology (OIT) Azure and Microsoft
Account Executive 365 Deployment Cloud Services. ($24M) . We support operating, optimizing and maintaining existing and
Office of Strategic new Microsoft 365 services into an Operations and Maintenance (O&M) state and planning future service

and Tactical Growth sustainment strategies and activities for Microsoft M365 applications including Bookings, Delve, Exchange
Mobile: 703-215-7625 Online, Forms, OneDrive, Office Web Apps, Planner, PowerApps, Power Bl, SharePoint Online, Shifts,
. . Streams, Teams, Viva Insights, and USCIS OIT 2 Whiteboard, Azure Active Directory Premium 2, Azure
crist@allnativegroup.com Information Protection Premium 2, Azure Rights Management, Defender for Office 365, Defender for Cloud
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Defender for Identity and In Tune, as well as additional Microsoft 365 Services. This includes support for M365 service
integrations with both Microsoft and other Technologies, e.g., AirWatch, ServiceNow, Archive360, JAMF, and AgilQuest.
Tasks include:

m Operations and Maintenance Support for currently enabled Microsoft 365 Services
® Support for new Microsoft 365 Service Adoption, Governance and Preparation for Operations and Maintenance
m Support for M365 Service Integration with Azure and Microsoft and Other Technologies

Customs and Border Patrol (CBP) Information Security System Officer (ISSO) and Web Collaboration Support- $22M. We provide comprehensive full-time,
on-site ISSO support for Federal Information Technology (IT) major application and integrate security design principles across disciplines and SELC/DHS NIST
RMF process. This is intended to help manage risk and to satisfy the security and privacy requirements in FISMA, the Privacy Act of 1974, OMB DHS CBP
policies, NIST, and Federal Information Processing Standards. ISSOs are responsible for conducting structured security assessment and authorization (A&A),
monitoring, certification and accreditation (C&A), activities utilizing the Risk Management Framework (RMF), Cybersecurity Framework (CSF), and DHS Security
Authorization/Ongoing Authorization guides in accordance with the provisions of the Federal Information Security Modernization Act (FISMA).

Department of State (DoS) Overseas Building Operations (OBO) - $250M. All Native provides program management support to worldwide projects on a wide
range of on-site program management for IT support services, administrative, architectural/engineering, communications, and facilities/logistics, and tasks. Under
the IDIQ, we support the $45M Application Development Support Services (ADSS) task order, which includes Bl - data warehousing, development of web services
for data integration, user support, application development/enhancements of custom systems and COTs products and database operational and management
support. This support includes the software development lifecycle to ensure implementation of Cloud solutions. We spearheaded the transitioning of all Web
Development Team’s approximately 10 .NET applications including SHEM and Non-SHEM application code base to Microsoft DevOps and was first to transition to
full cloud-based development. We work closely with architects and engineers to recommend and design database or data storage solutions that effectively reflect
our clients’ business needs, security, and service level requirements. Other support includes making migration recommendations and design to-be architectures

in AWS; migrating DoS applications and databases from on-premises to the AWS cloud; responding to incidents related to AWS services/resolving problems with
infrastructure/service and providing guidance on AWS security best practices and cost optimization. We ensure that the majority of applications we maintain are
strategically positioned and architected to quickly transition for more cloud-based CI/CD practices.

We provided end to end cloud application migration, cloud governance, assessment, DEVOPS, and other IT support services. This involved migration to include
analysis and refactoring of applications, providing overall cloud migration roadmap and determining the cloud service model that best fits the architecture to include
application data collection, software tools, system dependencies, infrastructure, user base, and environments to support cloud architecture and assessment
analysis and project planning and assessment of applications for migration. We determine transformation needs required for the cloud environment, capture the
project tasks and test plans using an Agile approach and carry out based upon sprint planning. Work tasks include deployment and test planning for final cutover.
We migrated applications to AWS and OBOQO’s cloud. Cloud Governance support included monitoring efficiencies and performance of computing power, usage,
storage and resources and support cost analysis and tracking. Using Azure and AWS, we moved the development environment to a hybrid Azure cloud to better
access tool sets and software needed during development phase. We also implemented CI/CD to allow more effective and consistent software deployments
across different cloud platforms.

Department of Health and Human Services/Federal Occupational Health (FOH), Center for Technology and Innovation (CTl) Support Service Contract - $27M.
All Native provides IT service delivery and systems design and development across FOH'’s 425 federal agencies consisting of 3,000+ users. We provide Helpdesk,
IA, and ITSM support for the Center for Technology and Innovation (CTI) to include cloud migration and service solutions, enterprise architecture, application and
web development services, data center and network operations support services. All Native provides support to FOH in performing the strategic and technical
Information Technology Service Management (ITSM) task and activities essential to optimize Enterprise-Wide, IT and Helpdesk operational performance,
SharePoint based technical solutions and enhanced business intelligence. We assist in performing the day-to-day operations to facilitate the ongoing efficient
delivery of reliable, and scalable IT environment services.

Cloud services included security and integration with policies and procedures, lifting multiple systems to the cloud, providing authorization and governance
throughout the process. We provided modernization services. This included lifting windows systems from a 2008 to current server and Linux systems lifted from
CentOS 6.5 to RedHat 8. Many of the systems required varying levels of rearchitecting to move to the cloud and replacements for certain hardware appliances and
authentication methods had to be fully reengineered. During the authorization and governance process, the move required a new ATO due to changes in security
boundaries and other substantial changes. We combined all systems under a single ATO with multiple subsystems to minimize cost, complexity, and paperwork.
This required full coordination with HHS OCIO network and systems management groups to build Trusted Internet Connections to HHS network and One-Way
Trust for authentication.

CBP Information Technology Contracting Division, Microsoft Office 365 Azure Operations and Support ($19M). We assist CBP with 0365 Operations and
Maintenance (O&M) and planning future service sustainment, strategies and activities for Office 365, including bcore O365 services enablement, Identity
Management Active Directory (AD)/Active Directory Federation Services (ADFS) configuration, Exchange Online (EXO) cleanup activities, enablement and
operational sustainment of O365 applications including OneDrive, Teams, SharePoint and newly deployed M365 applications.

Tasks include migration of existing email Journaling and Office 365 Litigation hold to a cloud service supporting DHS, Email hygiene services, review of CBP’s
eDiscovery process providing automation when possible, migration of user “Shared Drives” to Teams or SharePoint , Integration of InTune/AutoPilot, expanding
the security posture for CBP’s O365 environment by upgrading CBP to the E4 license model and support integration with Federated Identity Providers and
Mobile Device Management (MDM) solutions. We work with various CBP and DHS stakeholders as well as other industry partners including Peratas, Veritas,
ProofPoint, Okta, Cisco, and Microsoft. Additional tasks Include:

® Supporting Email Transition to Operations and Maintenance (O&M) Status

m Qverall Office 365 Service Adoption and Operations and Maintenance Support

® Transition from MAG to Azure Commercial Service, Tenant management and Operations and Maintenance Support including providing broad tenant
management and expertise for all Azure Commercial resources including 0365 Government Community Cloud (GCC), Infrastructure-as-a-Service (laaS) and
Platform-as-a-Service (PaaS)
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All Native Group | Charlie Rist, Account Executive Office of Strategic and Tactical Growth
Mobile: 703-215-7625 | crist@allnativegroup.com



